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ABSTRACT
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especially for an untrusted cloud due to the collusion attack. This system proposes a secure

data sharing scheme for d
key distribution without any secure commu

rivate keys from group manager. Secondly,
er in the group can use the source in the cloud and rev

revoked. Thirdly, this system can protect
ers cannot get the original

ynamic members. Firstly, this system proposes a secure way for
nication channels, and the users can securely

this scheme can achieve fine-

obtain their p
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grained access control, any us
ot access the cloud again after they are
n attack, which means that revoked us
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